
USE CASES

SECURE

Your Windows desktop and business-critical data is
hosted on the AWS Cloud and never leaves a
securely managed environment.

FLEXIBLE & SCALABLE

Get started in minutes. Seamless scaling is based
on your needs and pace, so you can grow from just
a few users to tens of thousands with ease. 

COST-EFFECTIVE

No upfront investments or long-term commitments
required. Pay only for what you use, making IT
expenses predictable and lowering costs.

GLOBALLY AVAILABLE

Global access allows you to add users in new AWS
regions; data remains in the assigned region for
regulation compliance.

FAST, FAMILIAR USER EXPERIENCE

A fluid, highly interactive user experience adjusts
dynamically to network conditions. Users can
access familiar Windows desktops with full fidelity
from iOS, Android, Mac and Windows devices, thin
and zero clients, and even select smartphones.

RELIABLE, CONSISTENT PERFORMANCE

Built on the highly reliable AWS Cloud and running
on the massive compute infrastructure of AWS,
performance is consistent at any scale. And, as
underlying infrastructure improves, you benefit.

EASY TO DEPLOY & MANAGE

A fully managed desktop-as- a-service solution,
the intuitive admin console allows you to connect
to your on-premises Microsoft Active Directory,
manage applications and control user access.
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Deploy your corporate desktop environment on the AWS Cloud
& provide your users with secure, convenient access to the
applications, documents & resources they need, on the device of
their choice, from almost anywhere in the world.

Amazon WorkSpaces

Amazon WorkSpaces is ideal for any situation where desktop needs can change quickly.

Smoothly integrated with on-premises environments and Microsoft Active Directory, Amazon WorkSpaces allows users to
continue using corporate credentials while IT departments are able to maintain existing corporate policies and procedures.
When you launch a new Amazon WorkSpace, you can choose to encrypt its volumes using AWS Key Management Service
(AWS KMS), making it easy to create and control encryption keys by using hardware security modules to protect key security.
Bring your existing Windows 7 and/or Windows 10 Desktop licenses to Amazon WorkSpaces and run the Windows 7 and
Windows 10 Desktop Operating System on hardware that is physically dedicated to you.
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